
The rise of technology and society’s ability to process and store information 

has led to vast amounts of information being collected and used by both public 

and private organisations.

In Ireland, public bodies are required to publish many of the records they hold 

they hold under the Freedom of Information Act 2014 and the Access to 

Information on the Environment (AIE) Regulations. This promotes 

transparency, better governance and efficiency. You can use the FOI system 

to access information held by public bodies. This may be:

• General information

• Your personal data

• Environmental information

Many organisations, both public and private, also hold information about you. 

This can be as simple as your contact details or more detailed information, 

such as your online browsing history. This gives rise to concerns about 

privacy, accuracy and the further use of the information by the collecting 

organisation and any other organisation it decides to share that information 

with.

Such concerns have led to the development of data protection laws around the 

world. In the EU, this is governed by the General Data Protection Regulation 

(GDPR). There are additional laws in each EU member state. In Ireland, these 

are the Data Protection Acts and related regulations.

These data protection laws mean that your personal data should generally only 

be stored where there is a lawful basis, such as your consent or a legal 

obligation. You have a number of rights under data protection laws, such as 

the right to access the personal data held and the right to have it corrected or 

erased in certain circumstances.

You can access your personal data and information in several different ways. It 

is important to understand differences in the various laws to ensure that you 

can exercise your access rights appropriately.

This issue of Relate explains:

• Your right to access information under both Freedom of Information (FOI) 

and data protection law
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• What organisations must do if they hold public or private data

• What is covered by FOI and data protection

• How to use your rights to get the information you want

• The costs involved

• Reasons why your request for information can be refused

• When and how you can appeal decisions

• Accessing environmental information

back to top

Which system should I use to access my 
personal data from a public body? 

You can use FOI or the data protection system to access your personal data 

from a public body. In principle, you can use both at the same time or one after 

the other. In many cases, it doesn’t matter which system you use to access 

your personal data from a public body. Both systems allow you to access 

records containing your personal information and both systems overlap 

considerably, for instance:

• Both systems let you correct any inaccurate personal information

• Both systems exempt organisations from the duty to disclose (share) 

certain information (for example, they do not have to share information 

about national security and trade secrets)

• Both systems have similar time limits for organisations to comply with 

requests

• Both systems do not have time limits on your right to access personal 

information

• Access requests for personal information are generally free

While both systems are similar, there are also some important differences. 

These are discussed under ‘Access to particular types of personal data or 

records’.

back to top

Accessing public records through 
Freedom of Information 

You can access many public records in Ireland under the Freedom of 

Information (FOI) system. This area is governed by the Freedom of Information 

Act 2014. In general, the FOI system applies to:

• All public bodies unless they are specifically exempt  

• Some non-public bodies which receive public funds

The Freedom of Information Act 2014 grants you a legal right to:

• Access information held by a body to which FOI legislation applies, known 

as an FOI body

• Have official information about you amended where it is incomplete, 

incorrect or misleading

• Get reasons for decisions affecting you

However, apart from certain personal information, you may not need to use 

FOI as a lot of information may already be available on an organisation’s 

website. By law, each FOI body must publish information to explain:

• The organisation and its functions under specific headings

• How to access information or find out what information the organisation 

holds

Some FOI bodies may provide additional information on their websites, in 

information leaflets, publications, and in responses to previous enquiries.

What does personal information cover?
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Personal information is defined in the Freedom of Information Act as 

information about you and from which you can be identified, that either would 

normally be known only to you and your family members or friends or is held 

by an FOI body on the understanding that it would be treated as confidential.

Personal information includes:

• Your educational, medical and psychiatric records

• Information about your financial affairs

• Information about your employment and employment history

• Information about any criminal history

Who can request personal information?

Generally, only you can make an FOI request for personal information about 

you. No one else can request or be given your personal information. There are 

limited exceptions, including for parents and guardians in certain 

circumstances. Your personal information may sometimes also be disclosed as 

part of someone else’s FOI request if it is contained in the records the 

requester is entitled to but your identity may be redacted.

What records can I request?

You can ask for the following records:

• Any records relating to your personal information whenever they were 

created (except for certain historic personnel records of members of staff 

of an FOI body)

• All other records created after a certain date, which is:

- 21 October 1998 for the HSE and local authorities

- 21 April 1998 for public bodies covered by older FOI legislation

- 21 April 2008 for public bodies that were not covered by the older FOI 

legislation

- a specified date for any newly-prescribed bodies

A record can be a paper document or information held electronically.

How do I apply?

1. Check first to see if the information you want is easily available elsewhere.

2. If it is not available elsewhere, write to the FOI Unit of the relevant public 

body and say that you are making a  request under the Freedom of 

Information Act 2014. If you do not mention the Act, your request may be 

dealt with as an ordinary request for information.

3. Be as specific as you can to help the organisation find the information you 

want. Where possible, give the time period for which you wish to access 

records (for example, records created between December 2019 and 

August 2020).

4. If you need the information in a particular form (for example, photocopy or 

searchable electronic format), say this in your letter.

By law, the FOI body must acknowledge your request for records within two 

weeks and, in most cases, respond to it within four weeks. This period can be 

extended by another four weeks if it involves a large volume of records. The 

time limit can also be extended where the FOI body asks you to pay a deposit 

before providing the records.

How much does it cost to make an FOI application?

There are no fees to access your personal records unless a significant number 

of records are involved. Before charging you a fee, the FOI body must take 

your financial situation into account.

As of December 2020, the fees to access general (that is, non-personal) 

information are:

Type of request or application Standard 

fee

Reduced 

fee*

Initial request for a record Free Free

Internal review after access was refused €30 €10

Appeal to Information Commissioner €50 €15
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Application to amend incorrect information Free Free

Application for reasons for a decision affecting 

the individual

Free Free

Application to appeal a fee or deposit Free Free

* There are reduced fees for medical card holders and their dependants. 

These reduced fees also apply to third parties who appeal a decision to 

release their information on public interest grounds.

Are there any other costs?

There may be charges for the time spent searching, retrieving and copying 

records.

If the cost of search, retrieval and copying is €100 or less, no charge applies. If 

the charge is more than €101, the fees below apply. However, you cannot be 

charged more than €500.

If the estimated cost of search, retrieval and copying is more than €700, the 

FOI body can refuse to process your request, unless you revise your request 

to bring the search, retrieval and copying fees below this limit.

Type of charge Standard charge

Search and retrieval of records €20 an hour

Photocopying 4 cent per sheet

CD-ROM with copy of documents €10

Radiograph (X-ray) containing copy 

documents

€6

Reasons why you might be refused access

Under the Act, you can be refused access to the following records as they do 

not have to be disclosed (shared):

• Certain records relating to courts, tribunals and commissions of 

investigation

• Certain records held or created by the Garda Síochána

• Certain records held by criminal justice agencies such as the Criminal 

Assets Bureau and the Defence Forces

• Certain records relating to inquiries into the administration, practice or 

procedures of the Garda Síochána

• Certain records held or created by the Attorney General, the Director of 

Public Prosecutions or the Comptroller and Auditor General

• Certain records held by the Central Bank of Ireland

• Records relating to the President of Ireland

• Records relating to the private papers of TDs and senators and their 

confidential communications

• Records which would reveal the identity of a provider of confidential 

information

You may also be refused access to other categories of records, including:

• Meetings of the Government

• Deliberations, functions and negotiations of FOI bodies

• Parliamentary and court matters

• Law enforcement and public safety

• Security, defence and international relations

• Information obtained in confidence

• Commercially sensitive information

• Personal information of others

• Financial and economic interests of the State

Requests can also be refused where:

• The record sought does not exist or can not be found

• The request is not specific enough despite attempts by the FOI body to 

help you

• The request would cause substantial disruption to the work of the FOI body

• The information is already in the public domain

• You can get the records elsewhere
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• The FOI body plans to publish the information within 12 weeks

• A required fee or deposit has not been paid

• The request is frivolous (lacking in seriousness) or vexatious (intended 

only to annoy or disturb)

What if personal information about me in public records is 
wrong?

If your personal information in any public record is incomplete, incorrect or 

misleading, you can apply to the FOI body to have it corrected. 

Amending the record may involve either a simple correction or deletion or an 

addition to the public record of a statement which specifies the problem.

The FOI body has up to four weeks to consider the application and tell you of 

its decision.

• If they agree to change the record, they must tell you what changes will be 

made.

• If they refuse your request to change the record, they must note on the 

record that you have asked for a change. They must also tell you of your 

rights of review and appeal.

If a public record is amended in this way, the FOI body must also take all 

reasonable steps to:

• Tell anyone who accessed the record under FOI about the change

• Tell any other FOI body that the record was given to, about the change

Can an FOI refusal be reviewed?

If you do not get a reply within four weeks of your initial application, this is 

regarded as a refusal of your request and you can ask for an internal review.

Also, if you are not satisfied with the response of the FOI body to any aspect of 

your request for information (for example, refusal of information, form of 

access, charges), you can ask for a review of the decision. You have four 

weeks from the date of the original decision to request a review unless there 

are reasonable grounds for a late application, for example if you have been 

recovering from a serious illness or dealing with a bereavement.

An internal review of an FOI decision is carried out by senior members of staff 

of the FOI body and must be made within three weeks. Your application for a 

review of a decision should be sent to the FOI Unit of the body concerned. If 

you do not get a reply within three weeks of your review application, this is 

considered a refusal of your review and you can seek to appeal the decision to 

the Information Commissioner.

Can I appeal an FOI refusal?

If you are unhappy with the decision of an FOI body following an internal 

review to refuse your FOI request, you have the right to appeal it to the 

Information Commissioner. The Information Commissioner investigates 

complaints of non-compliance with FOI legislation and generally promotes a 

freedom of information culture in the public service. You normally have six 

months to appeal to the Information Commissioner.

An FOI body may not appeal its own decision to the Information 

Commissioner. It may also be possible to appeal a decision by the Information 

Commissioner to the High Court.

You can find more information about making an FOI request on foi.gov.ie and 

on oic.ie.

back to top

Accessing your personal data under data 
protection law
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What records held by private organisations can I access?

Nearly every organisation, public and private, stores information about 

individuals. You have a general right to access any of your personal data.

Personal data is information that relates to, or can identify you, either by itself 

or together with other available information. Personal data can include your 

name, address, contact details, an identification number, IP address, CCTV 

footage, access cards, audio-visual or audio recordings of you, and location 

data.

In many cases, an organisation must store and use this information for its 

everyday functions. Your employer needs personal information for tax and 

legal purposes. Hospitals and doctors store and use your medical records. 

Shops may collect and keep your contact details to deliver goods. 

Organisations or companies may also store personal information to prevent 

someone who has forgotten their password from being locked out of their 

online accounts.

However, in some situations, your personal data is stored and used for 

reasons which are not directly for your benefit. Websites sometimes place 

cookies on your computer to help companies decide which products and 

services to advertise when you are on their website. Members of supermarket 

loyalty schemes have their purchases tracked so that stores can decide how to 

improve their offerings. Information which you may have given a long time ago 

for a specific purpose can remain stored despite the relevant transaction being 

completed a long time ago.

The collection and use of your personal information is now strictly regulated in 

Ireland and across the EU through the General Data Protection Regulation 

(GDPR) and other legislation. This is often referred to as data protection law 

and you have certain rights under that law. Data protection is also a 

fundamental right under Article 8 of the European Charter of Fundamental 

Rights.

What are the general data protection principles?

Under data protection law, if an organisation or company is holding or using 

your personal data, you are known as a data subject. The organisation or 

company holding or using that data, is known as a data controller. However, 

the data controller can allow another person, organisation or company, known 

as a data processor, to process your personal data on its behalf. Doing 

anything with your personal data, including storing it, is known as ‘processing’.

You are entitled to have your personal information:

• Protected

• Used in a fair and legal way

• Made available to you when you ask for a copy

• Corrected if you ask for the information to be corrected

Six reasons to use or keep your data

Organisations can only use or keep your data where there is a lawful reason. 

The GDPR sets out six lawful reasons:

1. You have given your free and informed consent. Your consent cannot be 

assumed, so silence, pre-ticked boxes or inactivity cannot indicate 

consent. You must specifically agree to any proposed processing.

2. The processing is necessary to carry out a contract which you are a party 

to, such as the delivery of a product.

3. The processing is necessary for the data controller to meet with a legal 

obligation, such as the mandatory collection of details for anti-money 

laundering or tax purposes.

4. The processing is necessary to protect your vital interests or the vital 

interests of someone else, such as accessing medical records in an 

emergency.

5. The processing is necessary to perform a task carried out in the public 

interest or where the data controller has official authority, such as public 

security processing.

6. The processing is necessary in the legitimate interests of the processing 

organisation, if it does not conflict with your rights.
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Organisations’ privacy policies

You must be given enough information in simple and clear language to know 

what an organisation is going to do with your personal data. This is often found 

in privacy policies on websites or in forms which you can read or sign in 

person. For instance, you should be told:

• The identity and contact details of the data controller or their EU 

representative

• The contact details for the organisation or company’s Data Protection 

Officer

• The reason for the intended processing and its legal basis

• What ‘legitimate interest’ the data controller has in your personal data if 

they are relying on a ‘legitimate interest’ to process the data

• Who will have access to your personal data

• Whether your personal data may be transferred outside the EU and if so, 

the data safeguards in that country

• How long your personal data will be stored or how that time period will be 

decided

• Your right to request access, rectification, erasure, restriction of use, 

objection of use and data portability (right to receive the data held in a form 

which allows it you to transfer it to another person)

• Your right to complain to a supervisory authority

• Your right to withdraw consent at any time if your consent is the basis for 

the processing

• Whether you are required by law or a contract to provide your personal 

data and the consequences of not providing it

• If your personal data will be subject to any automated decision-making 

(decisions made by computer with no human input) or profiling processes. 

Such processing may be prejudicial as it can systematically fail to take 

relevant matters into account.

In general, only personal data necessary for those stated purposes for which it 

is collected should be collected and processed. Your personal data should only 

be kept for as long as is necessary for the purpose for which it was collected.

While it is being stored or processed, your personal data must be kept safe, 

and policies and procedures must be in place to make sure that there is no 

unauthorised access.

Accessing your personal data

You have a fundamental right of access to your personal data under the 

GDPR. This includes:

• The right to ask and be told whether or not your personal data is being 

processed

• The right to ask for and be given a copy of any personal data which an 

organisation holds on you

• The right to be told if your personal data is being processed, including: 

◦ The purpose or purposes of the processing

◦ The source of your personal data if it has not been provided by you

◦ The categories of personal data being processed

◦ Who your personal data has been or will be disclosed to

◦ How long your personal data will be kept

◦ How to exercise your other data protection rights

◦ Your right to raise concerns with the Data Protection Commission

◦ Whether your personal data is the subject of automated decision-

making

How do I make an access request under data protection law?

There is no set way to make an access request but the following general steps 

apply.

1. Ask as soon as possible, preferably in writing, either by letter or email. 

Seeking your personal data is known as making an access request or a 

data subject access request.  You should state in the letter or email that it 

is an access request. This means that both you and the data controller will 

have a record of the request and its content if an issue later arises.
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2. Contact the relevant Data Protection Officer. Many large organisations 

have a Data Protection Officer (or DPO) and they are generally the best 

person to contact about your request for information. You should be able to 

find their contact details in the privacy policy or ‘contact us’ section of the 

organisation’s website. Where there is no specific email address for a data 

access request, you should use the organisation’s general contact details.

3. Make your request as specific as possible in relation to the personal data 

that you wish to access unless you want to access all your personal data 

held. Remember to specify whether you want the information in electronic 

format or in hard copy.

4. Provide some additional, identifying information about yourself if needed. 

You may need to provide more than just your name so that the 

organisation can distinguish between you and others who may share your 

name, so the organisation may ask you to provide further evidence of your 

identity.

Some large companies allow you to automatically download your personal 

information directly through their website.

How much does it cost to make an access request?

There is generally no fee for making an access request.

The main exception to this is where your access request is considered 

‘manifestly unfounded or excessive’. An example of this is where someone 

repeatedly makes the same access request even though it has already been 

dealt with. If a data controller can prove that your request is manifestly 

unfounded or excessive, they can charge a reasonable fee for the 

administrative costs of providing the information requested.

They may also charge a fee based on administrative costs if you ask for 

additional copies of the information.

How will the company or organisation deal with my request?

The data controller must respond to your request within one month. If the 

request is complex or involves a large amount of information, the data 

controller can extend the time to respond by a further two months. You should 

receive a written explanation for any extension within the initial one-month 

period.

If your request is very broad and requires the data controller to provide a large 

amount of information and documents, you may be asked to reduce the 

number of documents containing personal data requested. However, you can 

insist on receiving all the information and documentation held. If you do, it may 

take longer to comply with your access request.

In general, the data controller should respond to your access request in the 

same format the request was made, or in the way in which you specifically 

asked for a response. For example, if you emailed your request, the data 

controller should provide the information by email, unless you request 

otherwise.

Can an organisation or company refuse access to my personal data?

A data controller can refuse access to some or all of your data where:

• Providing your personal data infringes the rights of others

• Your personal data is listed with the personal data of others (In these 

cases, the data controller may remove the personal data of others to 

provide you with your data)

• Your personal data is in a document that has trade secrets, confidential 

information or intellectual property (in these cases, the data controller may 

remove the confidential information, however, they can rarely justify 

complete non-disclosure of your personal data for these reasons)

• The request is considered ‘manifestly unfounded or excessive’ (for 

example, if you made a request in the recent past and were told that the 

data controller had no personal data relating to you)

By law (Data Protection Act 2018), access to your personal data may also be 

refused in relation to processing carried out:
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• For electoral purposes, such as publishing a roll of electors

• By the Referendum Commission

• In the administration of tax and duties

• To safeguard Cabinet confidentiality

• When defending legal claims

Do I have any rights after I receive my personal data? 

When you receive your personal data after an access request, you have 

several other data protection rights:

• If your personal data is inaccurate, you have the right to have the data 

corrected without delay.

• If your personal data is incomplete, you have the right to have the data 

completed. This includes by providing supplementary information.

• You have the right to have your data deleted without delay if one of the 

following grounds applies: 

◦ Your personal data is no longer needed for the purpose for which it 

was collected

◦ You withdraw your consent to the processing of your personal data and 

there is no other lawful basis for processing it

◦ You object to the processing and there are no legitimate grounds for 

continuing the processing

◦ You object to the processing of your personal data for direct marketing

◦ Your personal data has been unlawfully processed

◦ Your personal data has to be erased to comply with a legal obligation

◦ Your personal data has been collected in relation to processing of a 

child’s personal information for instance, when giving consent as a 

parent or guardian  

In some limited cases, you may be able to object to further processing of your 

personal data or its transfer to another processor.

What can I do if I am unhappy with the outcome of an access 
request?

Complain to the Data Protection Commission

If you are unhappy with the way your access request was processed, you can 

make a complaint to the Data Protection Commission (DPC).

The DPC is Ireland’s independent authority with responsibility for upholding the 

right of people in the EU to have their personal data protected. It monitors 

compliance with GDPR and other data protection legislation and deals with 

complaints in relation to data protection breaches. Its website contains helpful 

explanations of data protection law, dataprotection.ie.

You may be unhappy with the way your request was handled because:

• There was no response or a delayed response to your access request

• The response to the request was incomplete

• You believe the data controller wrongly relied on exemptions to not share 

your personal data with you

How do I make a complaint?

Complete the DPC’s online complaint form. You will be asked to provide 

evidence to support your complaint. This will include:

• Evidence of your access request

• Correspondence between you (or your legal representative) and the data 

controller and

• information in support of your belief that the data controller holds your 

personal Information

What will the DPC do?

The DPC will acknowledge your complaint and check to see if it is the right 

organisation to deal with your complaint. If it is, the DPC in the first instance 

will try to help you and the data controller to reach an agreement if it believes 

this is possible within a reasonable amount of time.
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If this approach is not appropriate or successful, the DPC may:

• Reject the complaint

• Dismiss the complaint

• Give you advice in relation to the substance of the complaint

• Serve an enforcement notice on the data controller requiring it to comply 

with your data access request or tell you about a breach of your personal 

data

• Investigate the complaint or

• Take any other action it considers appropriate

If your complaint relates to processing which happened before the introduction 

of the GDPR on 25 May 2018, the complaint may be handled differently.

An appropriate not-for-profit body or organisation may also be able to make a 

complaint on your behalf.

Take legal proceedings

If your data protection rights have been breached, you also have the option of 

bringing legal proceedings against the data controller. However, this can be 

expensive and you may have to pay the data controller’s legal costs if you lose 

the case. You should get legal advice if you are considering legal action.

In legal proceedings, you can seek:

• An award of damages and

• A declaration (a formal recognition by a court) and/or

• An injunction (a court order requiring someone to do or to stop doing 

something)

The amount of damages awarded will depend on the loss you have suffered. If 

you have no real financial loss, only minimal damages may be awarded even if 

you prove there has been a breach of your data protection rights. If you 

suffered significant financial loss, for example where you were refused a job 

due to the unlawful or inaccurate sharing of your personal information, you 

may get higher damages.

A declaration is a formal court recognition that a particular data protection right 

of yours has been breached. The court may grant an injunction to stop the 

processing or require any personal data wrongfully being stored or used about 

you to be deleted.

You can bring legal proceedings in either the Circuit Court or the High Court. If 

you are seeking damages below €75,000, it is best to use the Circuit Court. If 

you go to the High Court, you may be ordered to pay some of the data 

controller’s legal costs, even if you win your case.

You do not have to make a complaint to the Data Protection Commission 

before starting legal proceedings. An appropriate not-for-profit body or 

organisation may also be able to take proceedings on your behalf.

Access to particular types of personal data or records

This section covers the following particular types of personal data or records:

• Children’s personal data

• Medical records

• Garda records

• People who have died (deceased people)

Children’s personal data 

Children have the same data protection rights as adults and can make data 

access requests. However, they are given specific protection with regard to 

their personal data. This is the case as they may be less aware of the risks, 

consequences and safeguards concerned and their rights in relation to how 

their personal information is processed.

Parents and guardians may also be able to make access requests or exercise 

any other data protection right on behalf of their children. However, there is no 

direct right for this in data protection law. Rather, if a request is made by a 

parent or guardian, the data controller must consider the nature and 
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circumstances of the request, including the age, capacity and views of the child 

and the child’s best interests.

Parents and guardians can also make FOI requests to access the personal 

data of a child under 18. The FOI body will only grant access if they consider 

the disclosure to be in the child’s best interests. Before granting access, they 

may ask the child for their view. Depending on the child’s age, capacity and 

understanding of the reason for the request, their view can then be considered 

in the final decision.

Medical records

Your medical records are your personal information and you are entitled to 

access them.

If you are a patient in a public or publicly-funded hospital, or have a medical 

card or GP visit card, you can seek access in the following ways:

• Make an access request under data protection law

• Make an access request under the Freedom of Information Act

• Write to the service provider or Health Service Executive and ask for your 

records.

You may have to provide information to help them locate your file, including 

your date of birth, current and previous addresses, the contacts you had with 

specific services and approximate dates

Under FOI, the head of the service can refuse to provide you with your medical 

records if they believe that giving you the information may be harmful to your 

health or emotional well-being. In these circumstances, you can ask them to 

release the record to a health professional named by you.

If you visit your GP as a private patient, attend a private hospital, or are cared 

for in a private nursing home, you can simply ask for your medical records. 

However, if this does not work, you can get access to your medical records:

• By making an access request under data protection law

• On the basis of your contract with the medical service

• Through the courts

Under data protection law, you can be refused access to your medical records 

if disclosure would give rise to serious harm to your physical or mental health.

Garda records

You can ask the Garda Síochána for a copy of any personal data that it has 

about you. When you make an access request to the Gardaí, you are generally 

entitled to:

• Get a copy of the personal data being kept about you

• Be told why the data is being kept

• Be told the identity of anyone that the Gardaí has shared the data with

• Be told how the Gardaí obtained the data (unless this would be against 

public interest, for example, cause a risk of harm to someone else)

You can make a request for your personal data using the Garda Síochána 

subject access request form (pdf). Post the completed form to the address on 

the form or email it to DataProtection@Garda.ie.

The Gardaí can refuse your request for personal data and withhold that 

information in the following situations:

• Your request for data would identify someone else. This also applies to the 

Gardaí's obligation to give you details of the source of the information. If 

the source of the information identifies somebody else, the Gardaí can 

withhold it.

• They have to refuse so as to prevent, detect or investigate crime, or to 

arrest or prosecute offenders

• There are existing or expected legal proceedings or claims

Many of the records held by the Garda Síochána fall outside of the scope of a 

FOI request, such as criminal records.
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Deceased people

In Ireland, GDPR rules for the processing of personal data do not generally 

apply to those who have died. Under FOI, access to the personal information 

of a deceased person may be granted:

• To the personal representative who is administering the estate of the 

deceased or anyone acting on the personal representative’s behalf

• To someone who is performing a legal function in relation to the deceased 

or their estate

• To the spouse (including a divorced spouse or cohabitee) or close relative 

if the head of the public body considers it appropriate
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Access to environmental information 

There are some special provisions for accessing information about the 

environment. You can use Freedom of Information legislation or the European 

Communities (Access to Information on the Environment) Regulations 2007 to 

2018 (known as the AIE Regulations) to access environmental information.

The AIE Regulations require public authorities to be proactive in sharing 

environmental information with the public. They must:

• Tell people of their rights and provide information and guidance on 

exercising those rights

• Keep environmental information in a format that is accessible and can be 

reproduced

• Assign information officers to maintain lists of the environmental 

information held or else provide an information point that clearly shows 

where to find this type of information

What is a public authority?

A public authority is any organisation with a role in public administration and 

that holds environmental information. The definition of public authorities under 

the AIE Regulations is broader than under FOI legislation. This means that if 

an authority is not covered by FOI, you may still be able to get access to 

environmental information by using the AIE Regulations.

Public authorities under AIE Regulations include government departments, 

local authorities, commercial and non-commercial State agencies and 

regulatory bodies.

If an organisation refuses your request for environmental information on the 

basis that it is not a public authority, you can ask for a review of this decision.

What kind of information can I access?

The AIE Regulations allow you to access environmental information produced 

by a public authority, received by a public authority or held on behalf of a public 

authority. Environmental information held by private entities is generally 

excluded from the AIE system.

Environmental information includes information on:

• The elements of the environment, such as: air and atmosphere; water; soil; 

land, landscape and natural sites including wetlands; coastal and marine 

areas; biological diversity and its components, including genetically 

modified organisms; and the interaction among these elements

• Factors such as: substances; energy; noise; radiation or waste, including 

radioactive waste; emissions, discharges and other releases into the 

environment; any of which may affect or are likely to affect the elements of 

the environment

• Measures such as: policies, legislation, plans, programmes, environmental 

agreements

• Cost-benefit and other economic analyses
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• The state of human health and safety

• Reports on the implementation of environmental legislation

In some cases you can be refused access to environmental information. For 

example, if releasing the information would cause harm to the person who 

provided the information or if it would harm the environment.

In general, a public authority cannot refuse to give you information about 

emissions into the environment, such as CO2 emissions or other pollutants.

There is no charge for applying for environmental information under the AIE 

Regulations. However, there may be a reasonable fee to cover the costs of 

compiling and copying the information.

Refusal of access to information

If a public authority refuses your request for information or has not dealt with 

your request appropriately, you can ask the public authority for an internal 

review of the decision. You must do this within one month of getting the 

decision. If you are not satisfied with the outcome of the internal review, or you 

do not get a response from the public authority, you can appeal to 

the Commissioner for Environmental Information (CEI).  The CEI 

publishes further information on how to appeal on its website.

You can appeal the CEI’s decision to the High Court but only on a point of law 

arising from the decision. An appeal to the High Court must be made within 

two months of getting the CEI’s decision.
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The Citizens Information Board provides 
independent information, advice and 
advocacy on public and social services 
through citizensinformation.ie, the Citizens 
Information Phone Service and the network 
of Citizens Information Services. It is 
responsible for the Money Advice and 
Budgeting Service and provides advocacy 
services for people with disabilities.

Head Office
Ground Floor
George’s Quay House
43 Townsend Street
Dublin 2
D02 VK65

Follow us:

Log on
citizensinformation.ie

Call
0761 07 4000 Mon to Fri, 
9am to 8pm

Drop in
215 locations nationwide
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